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DATA PROTECTION NOTICE 
HUNGARIAN NATIONAL COORDINATION CENTRE’S 

ANNUAL CYBERSECURITY CONFERENCE 
 
 
Data processing related to the registration for the Hungarian National Coordination Centre’s 
(hereinafter: NCC-HU) Annual Cybersecurity Conference (hereinafter: event) organized by the Special 
Service for National Security (hereinafter: SSNS), as well as the taking of photographs and the making of 
video and audio recordings during the event. 
 
The event will take place in a physical format on October 7th, 2025. 
 
The purpose of this information is to inform persons participating in event about the data processing 
that concerns them. The obligation to provide information is laid down in Article 13 of Regulation (EU) 
2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural 
persons with regard to the processing of personal data and on the free movement of such data, and 
repealing Directive 95/46/EC (hereinafter: General Data Protection Regulation).  
NCC-HU staff may take photographs, film and record at the event, which may include images and voices 
of participants. 
 
The event is open to the press; therefore, members of the press may also take photographs and make 
recordings. These media outlets are considered independent data controllers, and their data processing 
activities are not covered by this notice. The recordings made may be published on the websites, in the 
magazines, and on the social media pages of the NCC-HU and in media outlets. 
 
Name and contact details of the data controller 
 
Data controller:  Special Service for National Security 
Postal address:  1399 Budapest 62. Pf.: 710. 
Telephone:   +36-1-325-7672 
 
Data protection officer of the data controller 
 
Data protection officer:  Sára Barbara Bakos Dr. 
E-mail: adatvedelmitisztviselo@nbsz.gov.hu 
 
Purpose of data processing 
 
- Registration for the event: Contacting you to provide information about the event, for administrative 
purposes related to organizing the event, and to estimate the expected number of participants. In 
addition to the above, completing a satisfaction survey about the conference. 
- Taking photographs and making video and audio recordings during the event: The purpose of taking 
recordings at the event is to use the photographs and video and audio recordings made during the 
presentations on the NCC-HU’s online platforms for the purpose of promoting the event. 
 
Legal basis for data processing 
 
− Article 6(1) point (e) of the General Data Protection Regulation. 
− Section 24(1) point (15) of Act LXIX of 2024 on Cybersecurity in Hungary. 
− Section 67(1) point (5) subpoint (c) of Government Decree 418/2024 (XII. 23.) on the implementation of 
the Act on Cybersecurity in Hungary. 
 
Categories of personal data processed 
 
Registration for the event: surname and first name, organization, position, e-mail address, contact 
telephone number. 
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Taking photographs and making video and audio recordings during the event: At the event, 
photographs, video recordings, and audio recordings were made of the person concerned. 
 
Data transfer 
 
- Regarding the registration for the event: none 
- Taking photographs and making video and audio recordings during the event: The recordings may be 
published on the data controller's online platforms. 
- To a third country or international organization: none 
 
The retention periods for the personal data are as follows: 
 
- Registration for the event: For the purpose of maintaining contact related to the organization of further 
IT security awareness conferences 5 years. 
- Taking photographs and making video and audio recordings during the event: 5 years. 
 
Data provision is based on legal or contractual obligations, or is a prerequisite for concluding a contract: 
Data provision is governed by the General Data Protection Regulation 
 
The processed data has been used for automated decision-making or profiling: No. 
 
Use of data processors: No. 
 
Data security measures 
 
The SSNS shall take appropriate technical, IT, physical, and personal security measures to protect the 
personal data it processes against, among other things, unauthorized access and unauthorized 
alteration. In the case of paper-based data processing, data carriers are stored in a locked location and 
are only accessible to persons who are authorized to do so on the basis of their job description. In the 
case of electronic data processing, only persons competent on the basis of their job description shall 
have access to the related programs and systems, with logged access rights ensuring unique technical 
identification. 
 
General rights of data subjects 
 
Within the framework of exercising their rights, data subjects may, through the data protection officer 
of the body responsible for data processing, exercise the following rights in relation to data processing: 
Right to information and access 
Upon request, the data subject may find out whether their personal data is being processed by the data 
controller and is entitled to receive information about the purpose, legal basis, duration, recipients and 
categories of recipients of the personal data processed, the transfer of data to a third country or 
international organization, the rights of the data subject in relation to data processing, and the 
possibilities for legal remedy. 
The SSNS shall respond to requests for information and access within one month at the latest. 
 
Right to rectification 
 
When requesting the rectification (modification) of data, the data subject must substantiate the 
accuracy of the data to be modified and also verify that the person requesting the modification of the 
data is indeed the person entitled to do so. If it is not clear that the data processed is correct or accurate, 
the SSNS will not correct the data, but will only mark it, i.e. indicate that the data subject has objected to 
it, but that it may not be incorrect. After confirming the authenticity of the request, the data controller 
shall correct the inaccurate personal data or supplement the data concerned by the request without 
undue delay. The data controller shall notify the data subject of the correction or marking. 
 
Right to erasure  
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In relation to the data processing described in this notice, the data subject may only exercise this right if 
it is not necessary for the performance of a task carried out in the exercise of public authority vested in 
the Data Controller. 
 
Right to object 
 
The data subject may object to the data processing if, in his or her opinion, the SSNS does not process 
his or her personal data in accordance with the purposes specified in this data processing notice. In this 
case, the SSNS must prove that the processing of personal data is justified by legitimate reasons that 
take precedence over the rights of the data subject or that are related to the submission, enforcement 
or protection of legal claims. 
 
The right to restrict (block) data processing is guaranteed in the following circumstances: 
 
The data subject has the right to request that the SSNS block their data if: 
- the data subject disputes the accuracy of the personal data; 
- the data processing is unlawful, but the data subject requests blocking instead of erasure; 
- the SSNS does not need to process the personal data, but the data subject requires them for the 
establishment, exercise, or defence of legal claims; 
 
The SSNS shall examine the legitimacy of the request for blocking and shall provide information on the 
outcome within a maximum of one month, but only after establishing the identity of the data subject in 
order to prevent unauthorized access, using the contact details provided in the request. 
 
If the SSNS considers the request to be justified, the blocking shall remain in place for as long as the 
reason indicated by the data subject requires. (E.g., for the time necessary to verify the accuracy of 
personal data, correct any inaccuracies, or, in the event of an objection, determine the priority of the 
legitimate reasons of the SSNS or the data subject.) 
 
Right to data portability 
 
The data subject shall have the right to obtain the personal data concerning him or her, which he or she 
has provided to the SSNS, thereby supplementing the right of access and the provision of a copy of the 
information concerning the data subject. The right to data portability may only be exercised if the data 
processing is carried out by automated means, using machine tools, which means that the above right 
of the data subject does not extend to paper-based data processing, for reasons of machine readability 
and interoperability requirements. 
 
Possibility of enforcing rights related to data processing 
 
If the data subject considers that data processing violates the provisions of the General Data Protection 
Regulation, or finds the way in which the SSNS processes their personal data objectionable, they should 
contact the data protection officer (email: adatvedelmitisztviselo@nbsz.gov.hu) with their complaint. All 
complaints will be investigated. 
 
If, despite the response to your complaint, you still feel aggrieved by the way in which the SSNS processes 
your data, or if you wish to contact the data protection authority directly, you may file a report with the 
National Authority for Data Protection and Freedom of Information, whose contact details can be found 
at https://www.naih.hu. 
 
You also have the option of going to court to protect your data, which will be dealt with as a matter of 
priority. In this case, you can decide whether to file your claim with the court 
(https://birosag.hu/torvenyszekek) of your place of residence (permanent address) or your place of stay 
(temporary address). You can find the court for your place of residence or place of stay at 
https://birosag.hu/birosag-kereso. 
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